I N THE UNI TED STATES DI STRI CT COURT
FOR THE EASTERN DI STRI CT OF PENNSYLVANI A

VO CENET COVMUNI CATI ONS, : ClVIL ACTI ON
INC., et al. )
V.
THOMAS W CORBETT, JR. , )
et al. : NO 04-1318

VEMORANDUM AND ORDER

McLaughlin, J. Septenber 13, 2010

Thi s case concerns a search and sei zure conducted on
the plaintiffs’ prem ses on January 21, 2004. The plaintiffs,
provi ders of various conputer and Internet services, claimthat
t he def endant | aw enforcenent officials® violated various
constitutional and statutory rights in connection with the
sei zure, pursuant to a search warrant, of their conputer
equi pnent .

The search arose out of an investigation into whether
evi dence of child pornography could be found on the plaintiffs’

Qui kvue internet service. Based upon a tip that child

! The defendants are Attorney General Thomas W Corbett,
Jr.; Special Agent Mchele L. Deery; Bucks County Detectives
Martin McDonough and Thonmas Thiel; Del aware County District
Attorney G M chael G eene; and Bucks County District Attorney
Di ane E. G bbons. Detectives McDonough and Thiel, and District
Attorneys Green and G bbons are nanmed in their official and
i ndi vi dual capacities. Agent Deery is nanmed in her individual
capacity only, and Attorney General Corbett is naned in his
of ficial capacity only.



por nogr aphy was avail abl e t hrough Qui kvue, the defendants
conducted an investigation that resulted in the search of the
plaintiffs’ property and the seizure of the plaintiffs’ Quikvue-
rel ated conputer equi pnent and docunents. The plaintiffs allege
that the seizure of their materials violated the First, Fourth
and Fourteenth Amendnents; the Communi cations Decency Act (the
“CDA’), 47 U. S.C. 8 230; and the Comerce C ause of the United
States Constitution.

The Court considers the parties’ four cross-notions for
sunmary judgnent.? Four issues arise out of those notions: (1)
whet her the search and seizure of the plaintiffs’ property
violated their constitutional rights under the First, Fourth or
Fourteenth Anendnents; (2) whether the defendant governnental
entities had a policy, practice or customthat resulted in a
violation of the plaintiffs’ First Amendnent rights; (3) whether
t he defendants’ actions were in violation of the commerce cl ause
of the United States Constitution; and (4) whether the plaintiffs
are entitled to injunctive or declaratory relief under the CDA.

The Court grants summary judgnent for the defendants on

all of the plaintiffs’ clains. The Court finds that the

2 Those notions are (1) District Attorney G bbons and
Det ecti ves McDonough and Thiel’s notion for sunmary judgnent (the
“Bucks County Defendants’ notion”); (2) Attorney General Corbett
and Agent Deery’s notion for summary judgnent (the “OAG notion”);
(3) District Attorney Geene’s notion for summary judgnment (the
“Greene notion”), and (4) the plaintiffs’ notion for summary
judgnent (the “plaintiffs’ notion”).
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def endants’ search and seizure violated neither the First nor the
Fourth Amendnent. Because the Court finds no constitutional
violations, the Court also finds for the defendants on the
plaintiffs’ Mnell and comrerce clause cl ainms, both of which
depend upon the existence of a constitutional violation.

Finally, the Court grants summary judgnent for the defendants on
the plaintiffs’ clainms for injunctive and declaratory relief
under the CDA, finding that such clains are either noot or would
require the Court to inpermssibly enjoin a future crim nal

proceedi ng. 3

The Sunmmary Judgnent Record

In setting forth the summary judgnment record, the Court
(1) describes the plaintiffs’ Qui kvue service, and (2) discusses
the facts surroundi ng the defendants’ investigation, the issuance
and execution of the search warrant, and the seizure of the

plaintiffs’ materials.

3 The defendants al so assert various imunity defenses,
including qualified and prosecutorial imunity. The Court does
not reach these argunents because it finds that no substantive
viol ations occurred. The Court al so does not reach the
def endants’ argunent that Voicenet |acks standing to bring this
suit.



A Qui kvue

Voi cenet Communi ctions, Inc. (“Voicenet”) is a
t echnol ogy conpany that provides, anong ot her services, |nternet
access. Omi Telecom Inc. (“OTl”) also provides Internet access
and is a Voicenet custoner. Voicenet and OTIl conbined their
services to create Qui kvue, a subscri ber-based service that
provides its custoners with web access to the Usenet, an area of
the Internet that exists independently of the Wrl d-Wde-Wb.

The Usenet is conprised of text, video, inages,
software, or other files, all referred to as “articles.” Each
day, a large anount of Usenet articles are posted and di spersed
anong separate Usenet newsgroups. The articles are di ssem nated
over the Usenet peer network, a network connecting conputers
wor | dwi de. A Usenet peer can automatically copy and store Usenet
content and nmake such content available both to other peers and
to its individual users or custoners.

I ndi vi dual users access the Usenet by using a
“newsreader.” Newsreaders typically work by comunicating with a
Usenet peer or peers to index selected articles or newsgroups.
Newsr eaders can function as standal one pieces of software or they
can be web-based.

Qui kvue is a web-based Usenet newsreader. Quikvue
automatically conpiled and stored Usenet articles on the

plaintiffs’ servers. For a fee, Quikvue subscribers could access



those articles through an interface provided on the Wrl d-W de-
Web. As new articles were collected and stored, older articles
were automatically deleted fromthe plaintiffs’ servers.

On its website, Quikvue advertised itself as a pl ace
for uncensored and unnonitored access to Usenet content.
Qui kvue’ s honepage declared that it contained “mllions of
uncensored[] pictures, novies, discussions and nore.” It stated
t hat anyone “l ooki ng for uncensored photo[]s[,] novies[,] and
nore” had “just hit the notherload,” promsing “unlimted, ful
access” to “an all-can-eat taste of ‘the Internet gone wld.’”
It al so enphasi zed user-privacy, stating that “[w] e respect your
privacy” and that “[w]e don’t track the types of files you view
or downl oad or the categories you visit.” See Affidavit of
Probabl e Cause for Search Warrant (“Aff. of P.C.7) at 2-3,
attached as Ex. E to the Bucks County Defendants’ noti on.

The website al so contained a disclainmer explaining that
Qui kvue is “an extrenely fast newsreader and conpiler of pictures
and other nultinedia internet content.” It warned that, because
of its speed and the fact that OIl and Qui kvue did not control
the content accessed through Qui kvue, “erotic or otherw se

of fensive material and material not suitable for chil dren and

teens under the 18 years of age may be presented . . . even if
not requested by the user.” It stated that the user “nust decide
what is appropriate or legal to download.” |d.



B. The I nvestigation and Execution of the Search Warrant

In | ate 2003, defendant Agent Deery, an enpl oyee of the
Pennsyl vania O fice of the Attorney General (the “OQAG) assigned
to the Internet Crimes Against Children Task Force (the “ICAC'),*
recei ved an anonynous tip that Qui kvue was selling child
por nography.® Based on this tip, Agent Deery began an
i nvestigation into Qui kvue.

During the investigation, Agent Deery understood
Qui kvue to be a service that provided its subscribers with an
easy way to access the Usenet. She al so believed that Quikvue
“was pooling all of [the Usenet] information onto their servers
and categorizing it and nmaking it easier for people to get to.”
Deposition Testinony of Detective Mchele Deery (“Deery Dep.”) at
40, attached as Ex. Hto the plaintiffs’ notion.

Usi ng search terns that she knew to be regularly
associated wth sexually explicit depictions of children, Agent
Deery confirmed that Qui kvue users were able to use the service
to search for, find and downl oad child pornography. Agent Deery

descri bes her investigation in the affidavit of probable cause.

4 The Bucks County District Attorney’'s Ofice, the
Del aware County District Attorney’s Ofice, and the OQAG are al
part of the | CAC.

5 The individual behind the tip was |ater revealed to be
fromW,PVI Action News enpl oyee M ke Neilon. Agent Deery was
never informed as to the identity of M. Neilon’s source.
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Usi ng an undercover credit card and email|l address,
Agent Deery signed up for a 3-day trial subscription to Quikvue.
She then entered the search term“preteen.” Approxinately 50
i mges were displayed. The images depicted preteen girls in the
nude, sonme of themin sexual poses. One of the inages depicted a
young girl performng oral sex on what appeared to be an adult
mal e. Anot her depicted a preteen boy also performng oral sex on
what appeared to be an adult nmale. Aff. of P.C at 3-4.

After the 3-day trial subscription expired, Agent Deery
used the sanme undercover credit card and email to purchase a
nmont hly subscription to Qui kvue. Wth this subscription, Agent
Deery entered the search term *“underage.” The search yiel ded
approxi mately 700 i mnages. She described six of the inmages in
detail in the affidavit and also stated that “[a] significant
nunber of images | ocated” depicted children under the age of 18,
mai nly females, in various states of undress and engaged in
sexual acts with other children or adults. 1d. at 4. Another
search, using the term*“firsthair,” yielded approximately 1500
i mges. Agent Deery stated in the affidavit that “[a]Jgain a
significant anount of these pictures” depicted both boys and
girls under the age of 18 in various states of undress and/or
engagi ng in sexual acts with other children or adults. [d. at 4.

On Decenber 2, 2003, Agent Deery downl oaded 10-15

i mges from Qui kvue’ s website and sinul taneously captured the IP



address of the location fromwhich the i mnages had been sent.
Working with Detective McDonough, Agent Deery confirnmed that the
conputers hosting the inmages were on plaintiffs’ premses in

| vyl and, Pennsyl vania. Agent Deery noted that, unlike other
peer-to-peer services that she had encountered in her previous
chil d pornography investigations, Quikvue appeared to store the
i mages on their servers, rather than nerely facilitating a
transm ssion between two parties.

Agent Deery sent some of the inmages that she di scovered
to the National Center for Mssing and Exploited Children (the
“NCMEC’).® The center conpared Agent Deery’s inages to inmages in
their systemand verified that 8 of the inages were in their
dat abase of known chil d pornography depicting abuse of real
children.’

Agent Deery accessed the Qui kvue website again on

January 20, 2004. She conducted anot her search using the term

6 The NCVEC is a private, non-profit organization that
provi des services for famlies and professionals in the
prevention of abducted, endangered and sexual ly expl oited
chi | dren.

! In an e-nail dated Novenmber 25, 2003, Keith Daniels, an
NCMEC enpl oyee, gave Agent Deery advi ce about conducting the
investigation. That emmil states, anbng ot her pieces of specific
advice, that “[o]ne concern | amhaving is with nens rea
(crimnal intent).” He also states that he did not “really know
all of the ins and outs in this case” and was “fishing quite a
bit here.” Email fromKeith Daniels dated Novenber 25, 2003,
attached as Ex. C to Plaintiffs’ Reply in Further Support of
Their Mtion for Sunmary Judgnment on Liability (“Pl.’s Reply
Br.”).



“underage.” That search yielded 2803 images. Various imges
fromthis search depicted fenmal es under the age of 18 exposing
their genitals and/or engaging in sexual acts with other children
or adults.

After conpleting the investigation, Agent Deery and
Det ecti ve McDonough drafted the affidavit of probable cause.
After briefly describing the rel evant experience and expertise of
Agent Deery and Detective McDonough, the affidavit avers that

we believe that the crinme of Sexual Abuse of Children,

Possession/ Di stribution of Child Pornography, a

vi ol ati on of Pennsylvania Crinme Code 18 PA CS Sexual

Abuse of Children 6312 C and D, and 18 PA CS A 7512

Crimnal Use of a Conmunicaion Facility was/is being

comm tted by, Voicenet, OTl Productions, and Qui kvue,

| ocated at 17/and 21 and 23 R chard Rd, Ivyland

Pennsl yvania. Furthernore, we believe that evidence of

the crinmes relating Sexual Abuse of Children,

Possession/Di stribution of Child Pornography, . . . and
. . Cimnal Use of a Communication Facility will be

Iocated at the premses at 17 (Voicenet) and 21 (OTI

Productions) and 23 Richard Road.

Aff. of P.C. at 1.

Along with the detail ed description of the
investigation, the affidavit provides a description of how
conput er systens operate and highlights the difficulties
attendant in |locating and segregating evidence of a crinme on a
conputer system The affidavit explained that, in order to
accurately retrieve and preserve any evidence of contraband

contained in the system it is best to seize an entire conputer

system and search it offsite. The affidavit also provided that,



according to the affiants’ experience, conputers are utilized by
i ndi vi dual s who exploit children, including those who collect and
di stribute child pornography.

The affidavit requested perm ssion to search
plaintiffs’ prem ses and to seize and transport the Qui kvue
conputer system back to a secure location for an offsite search
Attached to the affidavit was a list of itens the defendants
sought perm ssion to seize. |In addition to conputer hardware,

i mges of child pornography and anything relating to the

di stribution, possession, receipt, purchase, sale, trade or
transm ssion of child pornography, the attachnment also |isted
records related to the plaintiffs’ business transactions and
subscri ber information. Aff. of P.C., Attachnent A

Non- def endant and Bucks County Assistant D strict
Attorney Robert Mancini, approved the search warrant. District
Justice H Warren Hogel and signed the warrant on January 20,
2004.

Def endants Agent Deery and Detectives McDonough and
Thi el , acconpani ed by unifornmed officers and non-def endant
Speci al Agent Steven Arter, executed the warrant on the norning
of January 21, 2004. Brian Adel son, then Voicenet’s
Vi ce- Presi dent of Operations, and Rudy Kappra, Voicenet’s Vice
Presi dent of Devel opnent, assisted Agent Arter in finding the

Qui kvue equi pnent. The Qui kvue equi pnent was stored in a “server
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room” which contained approxi mately 150-200 pi eces of equi pnent.
M. Adel son identified a rack containing all of the Quikvue

equi pnent, which included a web server and two JET- STOR | DE RAI D
arrays (the “RAID arrays”), which are |arge data storage devices
that contai ned the Qui kvue content.

The defendants seized the web server, the two RAID
arrays, and two additional servers, the Newsbi n01 server, which
was necessary to read the content on the RAID arrays, and the
APPDB server, which contained the custoner records.® The
def endants al so seized four “barrel keys” used to operate sone of
the conputers and a green fol der | abel ed “Qui kvue.”

At sonme point during the search, defendant Del aware
County District Attorney G eene and defendant Bucks County
District Attorney G bbons arrived on the prem ses. D strict
Attorneys G eene and G bbons each nmade statenents to a WPVI news

team who had also arrived at sonme point during the search.?®

8 Al though it was the defendants’ intent to seize only
the two RAID arrays and the web server and to nmake copies of the
Newsbi n01 server and the APPDB server, M. Adelson and M. Kapra
told Agent Arter to take the Newsbi n01 server and the APPDB
server because they woul d not be needed w thout the other
equi pnent .

° On February 5, 2004, WPVI ran two stories featuring the
footage fromthe seizure that included the district attorneys’
statenents. The broadcasts featured District Attorney G bbons
saying that “[t]his is the nost horrendous formof child abuse as
far as |’mconcerned,” and District Attorney G een stating that
t he sei zure included “[k]nown images of children . . . known to
be child pornography.” WPVI News Broadcast of February 5, 2004,
attached as Ex. N. to the Plaintiffs’ Qpposition to the Mtion
for Summary Judgnent of Defendants Diane E. G bbons, Martin
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1. Procedural History

The plaintiffs filed their conplaint and a notion for a
tenporary restraining order and a prelimnary injunction on March
26, 2007. The notion sought, anong other relief, the return of
t he sei zed conputer equi pnment.

The Court held a conference wth counsel on March 29,
2004, in which the plaintiffs agreed to withdraw their request
for a tenporary restraining order. Upon the consent of the
parties, the Court held a hearing on the plaintiffs’ request for
a prelimnary injunction on April 12, 2004. The argunent focused
on issues of abstention and First Amendnent issues.

The Court held further conferences with counsel on
April 20 and 23, 2004. At those conferences, the Court expressed
its concern about possible First Amendnent violations relating to
t he defendants’ conti nued possession of the plaintiffs’ conputer
equi pnent and urged the defendants to return the equi pnment. The
defendants’ agreed to the return. The defendants further agreed
that they would not access the plaintiffs’ subscriber information

without first notifying the plaintiffs.' The Court also inforned

McDonough and Thomas Thiel and to the Mtion for Summary Judgnent
of Defendants Thomas W Corbett and Mchelle Deery (“PIs.

Qop’' n”). The followi ng day, Agent Deery appeared on a different
WPVI br oadcast.

10 The defendants sei zed subscriber information in both
paper and digital formats.
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counsel that it believed that abstention was not appropriate
because there was no ongoi ng state proceeding at that tine.

The defendants returned either originals or duplicates
of the web server, the NewsbinOl server, and the APPDB server.
The defendants did not, however, return the RAID arrays. The
plaintiffs argued that this partial return of their equipnment was
insufficient and revised their request for prelimnary relief on
April 27, 2004. The revised request asked the Court to
determ ne, anong ot her things, whether the defendants nust
i mredi ately return or replace the RAID arrays.

On June 18, 2004, the plaintiffs noved for an i medi ate
entry of judgnment on their notion for a prelimnary injunction.
In a letter dated June 21, 2004, the Court stated that it planned
to issue a ruling on the plaintiffs’ notion by July 2, 2004. On
July 2, 2004, however, the defendants submtted a letter to the
Court explaining that an investigating grand jury had been
convened in Bucks County and requested that the Court abstain
under the Younger abstention doctrine. The Court schedul ed a
t el ephone conference to discuss the defendants’ notion to abstain
and its inpact on the plaintiffs’ prelimnary injunction request.
On July 6, 2004, before such a conference was held, the
plaintiffs filed a Notice of Appeal with the United States Court

of Appeals for the Third Crcuit, arguing that the delay in
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ruling on their notion for a prelimnary injunction constituted
an effective denial of that notion.

The Court held a hearing to discuss abstention on July
13, 2004. At the hearing, the parties agreed that the Court
could not dismss the entire case even if Younger applied,
because the plaintiffs sought noney damages in addition to
injunctive and declaratory relief. The Court stated that it
would rule on the plaintiffs’ notion for a prelimnary injunction
and the defendants’ notion to abstain.

I n a menorandum and order dated July 15, 2004, the
Court denied the plaintiffs’ request for a prelimnary

injunction. See Voicenet Commt’'ns, Inc. v. Pappert, No. 04-1318,

2004 W 1732187 (E.D. Pa. July 15, 2004).' The Court found that
any harmfromthe defendants’ continuing possession of the RAID
arrays was not irreparable. Because the plaintiffs had
represented that they could replace the RAID arrays for

approxi mately $20,000, the Court stated that they could be
conpensated for such an expense if they succeeded on the nerits.
Id. at *4. The Court also denied the plaintiffs’ request that

t he defendants be enjoined from accessing their subscriber
information. The defendants had previously agreed to notify the

plaintiffs before they accessed this information, which would

1 The plaintiffs originally naned the acting state
attorney general at the tinme, Cerald J. Pappert, as a defendant.
Attorney Ceneral Corbett replaced forner Attorney General Pappert
as a defendant on January 27, 2006.
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give the plaintiffs an opportunity to seek an injunction if such
a situation arose. 1d. Finally, after concluding that the
plaintiffs had not shown irreparable injury involving a chill on
their First Amendnent rights, the Court denied the plaintiffs’
request for a declaration that they were entitled to notice and
an opportunity to be heard before any future seizures of their
servers. 1d. at *4-*5

I n a nmenorandum and order dated August 5, 2004, the
Court denied the defendants’ notion for abstention under Younger.
After considering the | anguage of the Pennsyl vania |Investigatory
Grand Jury Act, 42 Pa. Cons. Stat. 8 4541, et seq., and the
actions of the grand jury itself, the Court found that, because
t he supervising judge of the grand jury could not, and did not,
adj udicate the nerits of the plaintiffs’ federal clainms, the
investigating grand jury did not satisfy the requirenents of

Younger . See Voi cenet Commt’'ns, Inc. v. Pappert, 2004 W. 1770388

at *6 (E.D. Pa. Aug. 5, 2004). The Court noted that no crim nal
charges had been filed, and there was no indi cati on whet her
crimnal charges woul d ever be filed agai nst Voicenet or Ol

The plaintiffs appeal ed the denial of their prelimnary
i njunction on August 12, 2004, and the United States Court of
Appeals for the Third G rcuit consolidated that appeal with their

previ ous appeal. The Court of Appeals affirmed this Court’s
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rulings on March 9, 2005. See Voicenet Commt’'ns, lnc. V.
Pappert, 126 F. App’ x. 55 (3d Cr. 2005).

The defendants jointly noved to dism ss counts I1-VI of
the plaintiffs’ conplaint on July 29, 2004.' The Court granted
the defendants’ notion in part and denied it in part in a

menor andum and order dated August 30, 2006. See Voi cenet

Commt’ns, Inc. v. Corbett, No. 04-1318, 2006 W. 2506318 (E.D. Pa.

Aug. 30, 2006). The Court granted the defendants’ notion to
dismss the plaintiffs’ clains for violations of the Electronic
Comuni cations Privacy Act®® and the plaintiffs’ due process
clains.! The Court also granted the defendants’ nmotion to
dismss the plaintiffs’ request for nonetary damnages under the
CDA. The Court found that the defendants were entitled to
qualified imunity on these damages cl ai ns because the
plaintiffs’ rights under the CDA were not clearly established at
the tinme of the events in question. The Court, however, denied

the defendants’ notion to dismss the plaintiffs’ requests for

12 The plaintiffs voluntarily di sm ssed their claim of
civil rights conspiracy under 42 U.S.C. 8§ 1985 (count VII). The
defendants did not nove for dismssal of the plaintiffs’ First
Amendnent claimor the plaintiffs’ Comrerce Cl ause claim

13 Pub. L. No. 99-508, 100 Stat. 1848 (1986) (codified as
amended in scattered sections of 18 U S.C).

14 The due process clainms were based on all eged violations
of Pennsylvania s Internet Child Pornography Law, 18 Pa. C.S.
§ 7621, et seq., and the Commonweal th Attorney’s Act, 71 Pa. C S
§ 732-101, et seq.
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injunctive and declaratory relief under the CDA and their Fourth
Amendnment cl ai ns.

The parties then engaged in discovery. They filed the
four instant notions for summary judgnent in Cctober of 2008.
The Court held oral argunent on the parties’ notions on July 9,
2009. At oral argunent, counsel for the Bucks County defendants
reported that there was no plan for any future investigation of
Voi cenet or OTl, unless new information was presented. See
Transcript of July 9, 2009, Hearing at 7:20-9:21.

The Court asked the defendants’ counsel about the
possible return of the plaintiffs’ RAID arrays. The defendants’
counsel stated that they would attenpt to coordinate their
efforts to return the RAID arrays to the plaintiffs, “scrubbed”
of all data to ensure that they were free of contraband. [d. at
33:4-15; 42:19-44:24. The plaintiffs would then be able to use
the arrays for their original purpose of storing the constant
fl ow of Usenet articles. The scrubbed RAID arrays were returned
to the plaintiffs in Septenber of 2009. 1%

On July 27, 2009, the Court placed the case in civi
suspense while the parties pursued settlenent negotiations. The
parties were not able to settle their dispute, so the Court

herein decides the parties’ cross-notions for summary judgnent.

15 Agent Arter returned the RAID storage arrays to the
cust ody of Bucks County on Septenber 1, 2009. Detective Thiel
then returned the RAID arrays to Voi cenet on Septenber 28, 20009.
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I11. Analysis

I n deciding the summary judgnment notions, * the Court
will first analyze the plaintiffs’ clains that the defendants
violated their rights under the Fourth and First Amendnent.
Fi nding that no constitutional violation occurred, the Court
grants summary judgnent for the defendants on the plaintiffs’
constitutional clains and on the plaintiffs’ Mpnell and conmerce
cl ause cl ai ns, because both of those clains are dependant upon
the plaintiffs’ allegations of constitutional violations.
Finally, the Court analyzes the plaintiffs’ clains for injunctive
and declaratory relief under the CDA and grants sumrary judgnent

for the defendants on those clains as well.

A. Constitutional d ains

The plaintiffs allege that the defendants violated the
Fourth Amendnent by conducting an unreasonabl e search and seizure
of their property. The plaintiffs also allege that the

defendants violated their rights under the First Amendnent by

16 Under Rule 56 of the Federal Rules of Civil Procedure,
a party noving for summary judgnent nust show that there is no
genui ne issue as to any material fact and that judgnent is
appropriate as a matter of law Fed. R CGv. P. 56(c). The
burdens of proof do not change in cases where a court is
considering cross-notions for summary judgnent. Peters Twp. Sch.
Dist. v. Hartford Accident and Indem Co., 833 F.2d 32, 34 (3d
Cr. 1987).

18



failing to hold a prior adversary hearing to determ ne whet her

the materials seized were protected speech.

1. Fourt h Anendnent

The plaintiffs allege that the defendants’ search and
sei zure of their property was unreasonabl e because: (1) the
def endants | acked probabl e cause to believe that the plaintiffs
had the nens rea required for the crines alleged, (2) the
affidavit of probable cause m srepresented and omtted certain
material facts, and (3) the search warrant was unconstitutionally

over br oad.

a. Pr obabl e Cause

In order to obtain a warrant properly, an officer nust
submt an affidavit containing sufficient facts and circunmstances
to enable a neutral magistrate to nmake an i ndependent finding of

probabl e cause. United States v. Ventresca, 380 U S. 102, 107-08

(1965). Probable cause is determned by a totality-of-the-
circunstances anal ysis. Based upon the affidavit of probable
cause, the magistrate nust be able to nmake “a practical,
comon- sense deci si on whet her, given all the circunstances set
forth in the affidavit before him . . . there is a fair

probability that contraband or evidence of a crime will be found
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in a particular place.” United States v. Vosburg, 602 F.3d 512,
526 (3d Gr. 2010).
A court reviewing a warrant nust pay “great deference”

to the magi strate’s determ nation of probable cause. |[|llinois v.

Gates, 462 U. S. 213, 236 (1983). A probable cause affidavit
“must be read in its entirety and in a conmopn sense and

nont echnical manner.” United States v. Wllians, 124 F.3d 411,

420 (3d Cir. 1997). The evidentiary standard for probabl e cause
is “significantly lower” than the standard required for
conviction of a crinme and nerely requires a “fair probability”

that a person commtted the relevant crine. See United States v.

Wight, 409 F.3d 595, 602 (3d Gir. 2005) (quoting Adams v.

Wllianms, 407 U. S. 14, 149 (1972)); WIlson v. Russo, 212 F.3d

781, 789 (3d Cir. 2000). Probable cause, therefore, may be
“inferred by considering the type of crime, the nature of the
itenms sought, the suspect’s opportunity for conceal nent and
normal inferences about where a crimnal mght hide the
property.” WIllians, 124 F.3d at 420 (quotations omtted).

In the affidavit of probable cause, the affiants, Agent
Deery and Detective McDonough, state that it was their belief
that (1) the plaintiffs were commtting violations of 8§ 6312(c)
and (d) and 8 7512 and (2) evidence of crinmes relating to those

statutes would be located at the plaintiffs’ prem ses.! The

o The affidavit states that the affiants “believe that
the crinme of Sexual Abuse of Children, Possession/D stribution of
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plaintiffs argue that the defendants | acked probabl e cause to
believe that the plaintiffs nmet the nens rea requirenent of
8 6312, which requires that the suspect know ngly possess,
distribute, dissem nate, display or exhibit child pornography. 8
Al though the plaintiffs concede that the individual elenents of a
crime, including nmens rea, may be inferred based upon a totality
of the circunstances, they argue that an objective view of the
circunstances does not lead to the conclusion that the defendants
had cause to believe that the plaintiffs had the required nens
rea. See, e.qg., Pl.’s Opp’'n at 25.

The defendants argue that (1) the affidavit need not
establ i sh probable cause that the plaintiffs had the required
mens rea, but, instead, nerely needed to show probabl e cause that

evidence of a crinme would be found on the plaintiffs’ conputer

Chil d Pornography, [in violation of 8 6312(c) and (d) and

8§ 7512], was/is being commtted by Voicenet, OTl Productions, and
Qui kvue [at their premses].” Aff. of P.C. at 1. The affidavit
further states that it was the affiants’ belief “that evidence of
the crimes relating [to] Sexual Abuse of Children

Possession/Di stribution of Child Pornography, [in violation of §
6312(c) and (d) and 8 7512], was/is being conmtted by Voicenet,
OTl Productions, and Qui kvue will be |ocated at the prem ses at
17 (Voi cenet) and 21 (OIl Productions) and 23 Richard Road.”

18 Section 6312(c)’s elenents include knowi ngly selling
di stributing, dissem nating, displaying or exhibiting to others,
or possessing for the above purposes any conputer depiction or
other material depicting a child engaging in sexually explicit
conduct. Section 6312(d) contains three elenments: (1) a
depiction of an actual child engaged in a prohibited sexual act
or simulation of such act, (2) the child is under 18, and (3) the
def endant nust have possessed or controlled the depiction
know ngly.
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servers; and (2) even if the affidavit does need to establish
probabl e cause of nens rea, the affidavit, read inits entirety
and considering the totality of the circunstances, establishes a
fair probability that the plaintiffs’ had the required nens rea
for a violation of § 6312.

For their first argunent, that nens rea did not need to
be established at all, the defendants rely on the Supreme Court

of the United States’ statenment in Zurcher v. The Stanford Daily

that “[t]he critical elenent in a reasonable search is not that
the owner of the property is suspected of crine but that there is
reasonabl e cause to believe that the specific ‘things’ to be
searched for and seized are |located on the property to which
entry is sought.” 436 U S. 547, 558 (1978). In Zurcher, the
Suprene Court found that a search of a university newspaper’s
offices for potentially incrimnating photographs did not violate
the Constitution, despite the fact that the officers did not have
cause to believe that any person at the newspaper itself was
guilty of a crine.

In this case, however, the probable cause affidavit
states that the affiants believed that the plaintiffs thensel ves
were commtting violations of 8 6312 and § 7512. Thus, the
magi strate nust have been able to conclude that under the
totality of the circunstances there was a “fair probability” that

the plaintiffs know ngly possessed or distributed child
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por nography and intentionally, know ngly, or recklessly used a
communi cation facility in the underlying felony. See 18 Pa.
Cons. Stat. 88 6312(c),(d); 18 Pa. Cons. Stat. 8§ 7512. See also
Comm v. Moss, 852 A 2d 374, 381 (Pa. Super. C. 2004)

(di scussing nens rea for 8 7512). To support this concl usion,
probabl e cause does not require “the sane type of specific
evi dence of each element of the offense as would be needed to

support a conviction.” Wight v. Gty of Phila., 409 F.3d 595,

602 (3d Cir. 2005).

The United States Court of Appeals for the Third
Circuit has found such probable cause to be established in two
scenarios involving conmputers. The Court of Appeals has found
t hat probabl e cause nay be established by |inking the possession
or distribution of child pornography to a particular Internet

Prot ocol Address (an “IP address”). See Vosburg, 602 F.3d at

512. In Vosburg, the defendant clicked a fake Internet link to
child pornography placed on a website known to traffic in child
por nography by a federal agent. The agent recorded the IP
address of the conputer that attenpted to access the |link, traced
the I P address to the defendant’s house, and obtai ned a warrant
to seize the defendants’ conputer hardware. Because |P addresses
are uni que and because the attenpts to access the link were
traced to the defendant’s I P address, the Court of Appeals found

that it was fairly probable that “instrunmentalities or evidence”
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of the crinme of attenpted possession of child pornography, such
as conputers and conputer equi pnent, would be found in Vosburgh’s
apartnent. 1d.

The Court of Appeals has al so found that probable cause
may al so be established through online account information, such
as nmenbership in a Wb-based email service or with a pornography

website. See, e.q., United States v. Shields, 458 F.3d 269, 279

(3d Cr. 2006). This scenario is nbst comon when investigators
have di scovered the nenbership list of a child pornography
website or email group, usually by serving a subpoena upon the
internet service provider that hosts the group or website. In
Shields, the Court of Appeals found that probable cause was
established by the defendants’ nenbership in on-line child

por nogr aphy group and the defendants’ “suggestive” enumil address
of “LittlelLolitalLove@ol.cont.

In both scenarios, the inference of intent could be
inferred through sone act perfornmed by the crim nal suspect, such
as the act of attenpting to downl oad i nages of child pornography
through a specified | P address or the act of joining a child
por nogr aphy website or email group. The question here,
therefore, is whether, in the totality of the circunstances,
simlar intent can be inferred fromthe facts alleged in the
affidavit of probable cause. Although there is no evidence of an

affirmative attenpt to access child pornography |like the one
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performed in Vosburgh or to join an on-line group like the one in
Shields in these circunstances, there are facts that show that it
was at | east reasonable for the affiants to believe that the
plaintiffs were aware that contraband such as child pornography
was being stored on their servers and accessed by their users.

The affidavit states that Qui kvue' s website enphasi zed
its lack of censorship, filtering or nonitoring, its comm tnent
to mai ntai ning subscriber privacy, and its prom se of providing
an “all-you-can-eat taste of the ‘Internet gone wld.’”
Furthernore, in response to user queries for pictures, the
plaintiffs’ website warned users that they “nust decide what is
appropriate and or legal to downl oad and whet her or not you w sh
to continue.” Aff. of P.C. at 2.

A reasonabl e magi strate could read these statenents,
under the totality of the circunstances, as creating a fair
probablity that the plaintiffs knew that sonme sort of contraband
mat eri al woul d be accessible via Qui kvue. Although none of the
website' s statenents are necessarily suggestive of child
por nography per se, they do inply that the material accessed by
Qui kvue users m ght be subject to “censorship” or “filtering”
el sewhere and that interested users would receive “unnonitored”
and private access to such materials through Qui kvue. A
reasonabl e magi strate, therefore, could find that those

statenents create a fair probability that evidence of the crine
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of knowi ng possession or distribution of child pornography in
violation of 8 6312, especially when coupled with the affiants’
detailed all egations that inmages of child pornography were traced
to the plaintiffs’ servers through an | P address. ®

Finally, the plaintiffs argue that the defendants
shoul d have used the various subpoena procedures available to
themin |lieu of executing a search and seizure of their property.
A subpoena seeking, for exanple, the plaintiffs’ subscriber |ists
may have been an avail abl e option, but the question here is
whet her the defendants conplied with the aw. The Court knows of
no | egal requirenent that the defendants i ssue a subpoena instead

executing an otherwi se valid warrant in these circunstances.

b. Assertions and Omi ssi ons

To chall enge the truthful ness of factual statenents
made in support of a probable cause affidavit, a plaintiff nust
establish that (1) the police officer know ngly and deliberately,
or with reckless disregard for the truth, made fal se statenents

or om ssions that create a fal sehood in applying for the warrant,

19 The Court notes that the standard it applies is not
whet her such evi dence woul d be sufficient to support conviction,
but nmerely whether a reasonabl e magistrate could concl ude that
given the plaintiffs’ statenents and policies, there is a fair
probability that the plaintiffs knew that their conputer systens
cont ai ned i mages of child pornography. This reasoning woul d
likely not apply to an internet service provider that did not
mar ket itself in such a way as to suggest know edge of illega
content on its servers.
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and (2) that such statenents or om ssions are material, or
necessary, to the finding of probable cause. WIson, 212 F. 3d at
786-87. The plaintiffs allege that the affidavit in this case
contai ned one fal se assertion and several om ssions.

An assertion is made with a reckless disregard for the
truth when, “viewing all the evidence, the affiant nust have
entertai ned serious doubts as to the truth of his statenents or
had obvi ous reasons to doubt the accuracy of the information he
reported.” 1d. at 788. The plaintiffs argue that the
affidavit’s assertion that the plaintiffs had violated §8 6312 (c)
and (d) was fal se because Agent Deery’s later testinony
establ i shes that she had no reason to believe that the plaintiffs
knew that their conputer servers contained child pornography.

In view of all of the evidence, however, there is no
reason to conclude that Agent Deery entertained serious doubts as
to the truth of her statenent that she had probable cause to
believe that the plaintiffs violated 8 6312 (c) and (d). The
plaintiffs point solely to Agent Deery’s deposition testinony
that she did not know whet her any individual at either Voicenet
or OCI knew that child pornography was contained on the Qukivue
servers. Deery Dep. at 111-12. Such testinony, however, does
not lead to the conclusion that Agent Deery knew that no
i ndi vi dual at Voicenet or OCl was aware that their servers

cont ai ned child pornography or even that she entertained serious
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doubts as to whether an individual at Voicenet or OCl had such
know edge.

In fact, Agent Deery also testified that the statenents
on Qui kvue’s website touting the fact that Qui kvue delivered
uncensored material and prom se not to nonitor a user’s access
were “red flags” that led her to believe that the plaintiffs
“were clearly aware that if you' re using Usenet, you' re going to
get a whole |lot of everything, including child pornography.” 1d.
at 72:1-4. According to her testinony, such a statenent “al nost
tells nme [the plaintiffs] knew that child pornography was on
their servers. 1d. at 72:4-5.

The plaintiffs also argue that the affidavit contained
the followng material omssions: (1) that Qui kvue contained
constitutionally protected inages and articles; (2) that Quikvue
provi ded web access to the Usenet, not a separate newsreader; (3)
that the Usenet was an unnonitored network, and the plaintiffs
had no control over its content; and (4) that the inmages at issue
were not created or posted to the Usenet by the plaintiffs.?

The standard for decidi ng whet her an om ssion i s nmade
wth a reckless disregard for the truth is determ ned by asking
whet her the officer knew a fact and neverthel ess withheld it from

the affidavit, even though “[a]ny reasonabl e person woul d have

20 The plaintiffs also allege that the affidavit omts the
fact that Agent Deery and Detective McDonough had no reason to
believe that the plaintiffs had know edge of the inmages at issue.
The Court has al ready addressed this argunent.
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known that this was the kind of thing the judge would wi sh to
know.” W Ilson, 212 F.3d at 788. In order to determ ne the
materiality of any om ssions, the Court nust reconstruct the

rel evant portions of the affidavit with the om ssions included to

determne if probable cause still exists. Sherwood v. Miulvihill,

113 F.3d 396, 400 (3d Gr. 1997).

The plaintiffs argue that Agent Deery omtted fromthe
affidavit the fact that many images found in her searches were
| egal, constitutionally-protected images. This information,
however, was not omtted fromthe affidavit. A reasonable
readi ng of the statenents in the affidavit inplies that only sone
of the imges contained on the plaintiffs’ servers were child
por nography. The affidavit states that, after a search of the
term “underage,” “a significant nunber of the inmages | ocated”
were child pornography. |In describing Agent Deery’s search of
the term*“firsthair,” the affidavit again states that a
“significant anount” of the images returned were child
por nography. The phrases “a significant nunber” and “a
significant anount” necessarily inply that sone of the imges
were not child pornography.

Nor were the facts that Usenet was an unnonitored
network and that the plaintiffs had no control over its content
omtted fromthe affidavit. The affidavit quoted Quikvue’'s

di sclaimer that specifically stated the nature of Usenet and that
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the plaintiffs did not control the content posted on Usenet.
Furthernore, a nore detailed description of Usenet and its
relation to Qui kvue would not be material. Even if such
i nformati on had been included in greater detail in the affidavit,
probabl e cause that child pornography would be found on the
Qui kvue servers would still exist.

A statenent that the plaintiffs did not create or post
the images at issue is also imuaterial. Neither 8§ 6312 (c) nor
(d) requires that the crimnal suspect create the inages or place

them on the I nternet.

C. Overbreath
The particularity requirement of the Fourth Amendnent
requires that every warrant "particularly describ[e]" two things:
"the place to be searched" and "the persons or things to be

seized." U S. Const. Amend. |V; see United States v. G ubbs, 547

U S 90, 97 (2006). Wiere the materials sought to be seized may
be protected by the First Amendnent, the requirenents of the
Fourth Amendnent nust be applied with “scrupul ous exactitude.”
Zurcher, 436 U S. at 564. In such circunstances, “the warrant
requi renment should be admnistered to leave as little as possible
to the discretion or whimof the officer in the field.” 1d. This
does not nean, however, that additional elenents are added to the

normal warrant requirenments when First Anendnent interests may be
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inplicated by a search warrant. The properly adm nistered
preconditions for a warrant, “probable cause, specificity with
respect to the place to be searched and the things to be seized,
and overal|l reasonabl eness,” are sufficient to protect a party’s
First Amendnent rights. 1d. at 565.

The plaintiffs argue that the warrant issued in this
case was overbroad because it authorized the seizure of a |arge
nunmber of constitutionally protected nmaterials in addition to
child pornography. They rely upon the Court of Appeals’

nonprecedential decision in Lesoine v. County of Lackawanna, 77

F. App’x 74 (3d Gr. 2003), in support of their argunment. 1In
that case, authorities had been alerted that the suspect, a
phot ogr apher, all egedly possessed child pornography in the form
of photographs taken of teenagers while they used an out door
shower at her summer hone. The warrant that placed no
restrictions on the types of business or conputer records that
could be seized and permtted the seizure of “business records,
pertaining to photography business. Conputers and conputer

equi pnent an records. Tel ephone logs or records.” [d. at 79.
The Court of Appeals found that the warrant was inperm ssibly
over broad because it “requested the seizure of |lawfully possessed
material of no evidentiary value,” including photographs of

adul ts, business records and the plaintiff’s conputer equipnent.

Id. at 79.
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In this case, however, the affidavit of probable cause
specifically establishes, in detail, how the plaintiffs’ conputer
system woul d be of evidentiary value in the search for evidence
of child pornography. The affidavit, which was incorporated into
the warrant, states sufficient facts to establish probabl e cause
to believe that contraband would be found in the Qui kvue conputer
system It |limts the scope of the search to Qui kvue’s busi ness
records, subscriber information, any records pertaining to the
di stribution or possession of child pornography, and any and al
vi sual depictions of mnors engaged in sexually explicit conduct.
It al so provides that, based upon their training and experience,
the affiants knew that conmputers are utilized by individuals who
exploit children, including those who collect and distribute
child pornography. The warrant in this case, therefore, was
specific as to the place to be searched and the itens to be
seized, left nothing to the “discretion” or “whinf of the
of ficers conducting the search and conplied with the nor nal
preconditions for a warrant.

The plaintiffs also argue that the warrant was
over broad because it allowed the defendants to seize and keep
their equi prment off-site. They argue that, instead, the
def endants shoul d have seized only the contraband itself, by
segregating the contraband material on the plaintiff’s prem ses.

Because of the difficulties inherent in finding, segregating and
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preserving evidence of contraband on conputer systens, however,
courts routinely allow the seizure of conputer hardware to

conduct an off-site search. See, e.q., United States v. Hay, 231

F.3d 630, 634 (9th Cr. 2000); United States v. Upham 168 F.3d

532, 535 (1st Cir. 1999); Guest v. Leis, 255 F. 3d 325 (6th Cr

2001).2t  Although the United States Court of Appeals for the
Third Grcuit has not directly addressed this issue, it has
permtted the seizure of conputer hardware upon a show ng of
probabl e cause that the hardware is the instrunmentality or

evi dence of a crinme, such as the possession of child pornography.

See, e.qg., Vosburg, 602 F.3d at 527 (allowi ng the seizure of a

destroyed conputer hard drive, key drive and external hard
drive).

In this case, the affidavit throughly explains the
necessity of seizing the plaintiffs’ entire conputer systemto
accurately retrieve and preserve any evidence contai ned on that
system It states that evidence may be accessi ble only when the
particular systemis intact or that the evidence may be affected
or altered if copied onto a different system It also explains
t hat evidence nay be destroyed, deleted or hidden, and that the
process of finding such evidence is tinme-consum ng and nmay

require a | aboratory environnent to be done effectively. Nor is

21 Sonme courts have found that a conputer containing child
pornography is generally considered to be contraband, because it
is the repository of data that is contraband. See Hay, 231 F. 3d
at 637 (9th Cr. 2000).
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there evidence that the officers went beyond the scope of the
warrant in executing the search. 1In fact, the officers seized
only five pieces of Quikvue equi pnment, out of approximtely 150

to 200 pieces of equipnment located in the plaintiffs’ facility.

2. Fi rst Anendnent

Throughout this litigation, the Court has been m ndful
of the First Amendnent issues raised by the defendants’ possession
of the plaintiffs’ equipnment. At a very early stage, the Court
worked with the parties to return the plaintiffs’ equipnment and
allow themto resune their Qui kvue service. Wile the parties
litigated the instant notions, the Court again worked with the
parties to have the | ast remaining pieces of plaintiffs’
equi pnent, the RAID arrays, returned.

Now t hat the equi pnent has been returned, the
plaintiffs’ only remaining claimunder the First Amendnent is
that the defendants violated their First Amendnent rights by
failing to hold a prior adversary hearing to determ ne whet her
the materials seized were constitutionally-protected speech. In
support of this argunment, the plaintiffs cite a |line of Suprene
Court precedent that requires a magistrate to hold a hearing to
det erm ne whet her magazi nes, books or filnms are obscene and

shoul d be renoved fromcircul ati on before the nagi strate i ssues a
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warrant allow ng for the seizure of such materials.? The
plaintiffs argue that such a hearing was required before the
magi strate issued the warrant in this case.

The defendants, however, point to another |ine of

precedent, beginning with Heller v. New York, 413 U S. 483

(1973), to support the proposition that the seizure of obscene
material for evidentiary purposes only requires a valid search
warrant, issued by a neutral magistrate after a finding of
probabl e cause. Heller involved the question of whether a
judicial officer could issue a valid warrant authorizing the

sei zure of an obscene filmas evidence in a prosecution agai nst
the exhibitor without first conducting an adversary hearing on
the issue of obscenity. After viewng the allegedly obscene film
in the theater, the judge had signed several warrants, including
a search warrant for the seizure of the film No one at the
theater was notified or consulted prior to the issuance of the
warrants.

Di stinguishing the case fromthe |line of cases cited by
the plaintiffs, the Supreme Court stated in Heller that it “has
never held, or even inplied, that there is an absolute First or
Fourteenth Amendnent right to a prior adversary hearing

applicable to all cases where all egedly obscene material is

22 See, e.qg., Fort Wayne Books, Inc. v. Indiana, 489 U S.
46 (1989); A Quantity of Copies of Books v. Kansas, 378 U. S. 205
(1965); Bantam Books, Inc. v. Sullivan, 372 U S. 58 (1963);
Marcus v. Search Warrants of Property, 367 U S 717 (1961).
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seized.” Heller, 413 U.S. at 488. The Suprene Court further

di stingui shed Heller by explaining that the cases requiring a
hearing all involved the seizure of |arge quantities of
materials, such as books, for the sole purpose of their
destruction or the absolute suppression of the materials
thenmselves. In Heller, only a single copy of the filmwas seized
for the purpose of preserving it as evidence in a crimnal
proceedi ng. The Suprene Court held that “[i]f such a seizure is
pursuant to a warrant, issued after a determ nation of probable
cause by a neutral nmagistrate, and, followi ng the seizure, a
pronpt judicial determ nation of the obscenity issue in an
adversary proceeding is available at the request of any
interested party, the seizure is constitutionally perm ssible.”
Id. at 492.

The standard articul ated by the Suprenme Court in Heller
applies to the defendants’ actions in this case. The purpose of
the seizure was not the destruction or suppression of the Quikvue
materials thensel ves. Instead, the materials were seized for the
pur pose of preserving evidence of child pornography for a
possi bl e crim nal proceedi ng.

The plaintiffs argue, however, that Heller is
di stingui shable fromthis case because, in Heller, the magistrate
had viewed the filmitself prior to issuing the warrant and

therefore had personally determ ned the obscenity of thing to be

36



seized. They argue that such a “procedural safeguard” was al so
necessary here.

This argunent is unconvincing. The purpose of a prior
judicial determ nation of obscenity is to prevent the suppression
of materials in cases where the issue of obscenity is in
question. The obscenity of the materials seized in this case,
however, was never in question

The affidavit of probable cause provided detailed
descriptions of the child pornography found under Agent Deery’s
searches. The plaintiffs do not contest that such inmages of
child pornography are not constitutionally protected material or
that the probable cause affidavit established a fair probability
that such inages could be found on their servers. Nor do the
def endants di spute that constitutionally protected materials al so
existed on the plaintiffs’ servers at the tine of the seizure.

No further determ nation by the magi strate was necessary in this
case, and the plaintiffs have been unable to articul ate what
further purpose woul d have been served by any such

determ nati on. 28

23 The plaintiffs argue that an opinion froma District
Court the Eastern District of Pennsylvania urges a different
result. See Cr. for Denocracy & Technology v. Pappert, 337 F
Supp. 2d 606 (E.D. Pa. 2004) (“CDT”). CDT, however, dealt with a
Pennsyl vani a statute that required Internet Service Providers to
bl ock access to i mages of child pornography. It did not address
the issue of a search and sei zure of evidence of child
por nography and is inapplicable here.
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The seizure in this case was constitutionally
perm ssi bl e under the Heller standard. As already established,
the warrant was issued after a determ nation of probable cause by
a neutral magistrate. No further determ nation or procedure was

required.

B. Monell and the Commerce d ause

The plaintiffs bring clains against Attorneys Ceneral
Corbett, Geen and G bbons and Detective Thiel and McDonough in
their official capacity. A claimagainst a nmunicipal officer in
his official capacity is considered a claimagainst the entity.

Kentucky v. Graham 473 U. S. 159, 166 (1985); Mnell v. Dep’t of

Soc. Servs. of N.Y., 436 U S. 658, 690 n.55 (1978).

Muni ci palities and other |ocal government units are included

anong those “persons” to whom 8§ 1983 applies. See Mell, 436

U S at 690. To hold a nunicipality liable under 8§ 1983,
however, a plaintiff nmust establish that a policy or custom of
the nmunicipality caused the constitutional violation. 1d. at
694.

The plaintiffs’ policy or customclains arise out of
the failure to hold a prior adversary hearing to determ ne
whet her some of the itens to be seized were constitutionally

protected.? Because the Court has already determ ned that the

24 See, e.qg., Pl. Opp’'n at 21-22; Plaintiffs’ Opposition
to Defendant G M chael G eene’s Mdtion for Summary Judgnent at 8
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failure to hold a hearing in these circunstances did not violate
the constitution, the Court grants sumrary judgnment for all of
the defendants naned in their official capacity.

The plaintiffs also allege a dormant conmmerce cl ause
violation arising out of the seizure of their conputer equipnent.
They argue that the raid created an excessive burden on
interstate comerce because the raid harmed their custoners’
access to Qui kvue. At oral argunent on the parties’ notions,
however, counsel for the plaintiffs conceded that the alleged
commerce clause viol ation depends upon the defendants having al so
viol ated the Fourth Anmendnent. Transcript of July 9, 2009,
Hearing at 88:12-18. Because the Court has found that the
def endants have not violated the Fourth Anendnent, the Court also

finds no correspondi ng violation of the commerce cl ause.

n. 3.
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C. CDA

The plaintiffs request injunctive and decl aratory
relief under the imunity provisions of the CDA.?® They seek a
declaration that (1) they fulfill the requirenents for CDA
imunity and therefore cannot be subject to crimnal prosecution
under 8 6312 and (2) that the search and seizure violated their
constitutional rights because they satisfy the requirenents for
CDA immunity. They also seek injunctive relief enjoining the
def endants from prosecuting the plaintiffs.?2°

Addressing the plaintiffs’ injunctive clains first, it
is well-established that a court may not enjoin the enforcenent
of a crimnal statute, regardl ess of whether the statute is

constitutional. Woley v. Maynard, 430 U.S. 605, 711-12 (1977);

Stolt-Nielsen, S.A. v. United States, 442 F.3d 177, 183 (3d Cr

2006). There is a limted exception to this general rule,
however, where the threat of prosecution has a chilling effect on

constitutional rights. Donbrowski v. Pfister, 380 U S. 479,

486-87 (1965). The plaintiffs argue that they have suffered such

25 The CDA provides, in relevant part: “No provider or
user of an interactive conputer service shall be treated as the
publ i sher or speaker of any information provided by anot her
information content provider.” 47 U S. C. 8§ 230(c)(1). The CDA
further provides: “No cause of action may be brought and no
l[iability may be inposed under any State or local law that is
inconsistent with this section.” 47 U. S.C. § 230(e)(3).

26 The plaintiff’s request for the i mediate return of the
seized itens is nownpot. Al of the materials have been
r et ur ned.
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a chill on their First Amendnent rights based upon the search and
sei zure conducted in 2004.
The facts of this case do not fall within the limted

exception provided in Donbrowski. The chill in Donbrowski was

caused by several incidents, including arrest, search and

sei zure, continued threats of prosecution, and repeated
pronouncenents that the organization in question was subversive
and Communist. 380 U.S. at 487-88. As the Court previously
recogni zed when it denied the plaintiffs’ notion for a
prelimnary injunction in this case, there has been no definite
or continued threat of either prosecution or future seizures of

equi pnent. Voi cenet Comuni cations, Inc. v. Pappert, 2004 W

1732187 at *4 (E.D. Pa. July 15, 2004). The plaintiffs’

equi pnent has been seized only once. Al of the plaintiffs’

equi pnent has been returned. No further seizures have occurred

in the six years after the initial seizure. Nor has there been a

continued threat of prosecution. |In fact, the defendants have

affirmatively represented that no future prosecution is planned.
The Court al so grants summary judgnent for the

defendants on the plaintiffs’ requests for declaratory relief. A

court may decide an issue only if it presents a live case or

controversy. U S. Const. art. IlIl 8 2; Arnstrong Wirld Indus. v.

Adans, 961 F.2d 405, 410 (3d Gr. 1992). This constitutional

provi sion stands as a direct prohibition on the issuance of

41



advi sory opinions. The Declaratory Judgnent Act does not rel ax

the “case and controversy” requirenent. Travelers Ins. Co. V.

Obusek, 72 F.3d 1148, 1153 (3d Cir. 1995).

The plaintiffs present no current case or controversy
for the Court to address. The plaintiffs have been unable to
articulate any justification for declaratory relief beyond the
sanme constitutional chilling argunment used in their request for
an injunction. A declaration fromthe Court would be useful to
the plaintiffs only in the event of a future crimnal prosecution
and woul d do nothing nore than enjoin such a hypothetical future
crimnal prosecution. Any ruling fromthis Court, therefore,

woul d be an i nperm ssi bl e advi sory opi nion.

An appropriate order follows separately.
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I N THE UNI TED STATES DI STRI CT COURT
FOR THE EASTERN DI STRI CT OF PENNSYLVAN A

VO CENET COVMUNI CATI ONS, ) ClVIL ACTI ON
INC., et al. :

V.

THOVAS W CORBETT, JR., :
et al. ) NO. 04-1318

ORDER

AND NOW this 13th day of Septenber, 2010, upon
consi deration of the Mdtion for Sunmary Judgnment of G M chae
Greene, District Attorney of Delaware County (Docket No. 128);
the Motion of Summary Judgnent of Defendants Corbett and Deery
(Docket No. 129); the Plaintiffs’ Mtion for Summary Judgnment on
Liability (Docket No. 130); the Mdtion of Defendants Di ane E
G bbons, Martin McDonough, and Thomas Thiel for Summary Judgnent
(Docket No. 131); the responses, replies and suppl enental briefs
thereto; after an oral argument held on July 9, 2009; and for the
reasons stated in a nenorandum of |aw bearing today’s date; IT IS
HEREBY ORDERED that all three of the defendants’ notions are
GRANTED and the plaintiffs’ nmotion is DENIED. Judgnent is hereby
ENTERED for the defendants and against the plaintiffs. The derk

of Court shall mark this case as CLOSED
BY THE COURT:

[s/Mary A. MLaughlin
MARY A. McLAUGHLI N, J.




