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MVEMORANDUM AND ORDER

JOYNER, J. August 30, 2006

Pursuant to Local Rule 41.1(b), presently pending before
this Court is Defendant’s Mdtion to Suppress Fruits of Il egal
El ectronics and Other Surveillance (i.e., Title Ill intercepts).
In response, the Governnment contends that probable cause existed
for the application for wiretaps and that the wiretaps were

“necessary” under relevant |aw.

DI SCUSSI ON

The federal electronic surveillance statute, 18 U . S.C. §
2510 et seq. (“Title I'11"), balances the fourth anmendnment privacy
rights of individuals against the interest of the Governnment in
| aw and order by granting | aw enforcenent officers broad, but
ci rcunscri bed powers. Thus, to obtain authorization to intercept
Wi re comruni cations, the Governnment nust show probabl e cause that
an individual is engaged in specific illegal activity, that
comuni cations relating to the illegal activity would be obtained

t hrough nonitoring and that the tel ephone facility to be



nmonitored is being used in connection with the illegal activity.

See United States v. Forte, 684 F. Supp. 1288, 1290 (E.D. Pa.

1988). Interceptions nust be limted to those ordered by the
court. A surveillance order nust be correctly authorized and it
nmust be correctly executed. The Governnment nust adequately
justify the extent of intrusion that it requests, and then it
must limt itself to that scope once a court approves its
request.

The standard for probable cause in a Title Il affidavit

is the sane as the standard for a search warrant. See United

States v. Tehfe, 722 F.2d 1114, 1118 (3d Gr. 1983). As

di scussed supra, probable cause is a practical, comobn sense
decision as to whether, given all the circunstances set forth in
the affidavit, there is a fair probability that evidence of a

crime will be found in a particular place. See Illinois v.

Gates, 462 U.S. 213, 238 (1983).!

! In evaluating a Title IIl probable cause affidavit, the
Court must give weight to the experience of the |aw enforcenent
prof essionals, and the inferences and concl usi ons drawn by | aw
enforcenment officials fromthe underlying facts and
circunstances. See Orelas v. United States, 517 U. S. 690, 699
(1996) (i n evaluating probabl e cause, court nust give due wei ght
to inferences drawn fromfacts by | aw enforcenent officers). The
Court may rely upon a | aw enforcenent agent’s anal ysis and
interpretation of cryptic or coded conversations in assessing
probabl e cause. See United States v. Principe, 531 F.2d 1132,
1138 (2d Gr. 1976).
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After reviewng the affidavits, the Court finds the
Gover nnment had probabl e cause to institute electronic
surveillance under Title Ill. Considered in their totality and
exam ned in a common sense fashion, the affidavits submtted in
connection with the Title Il1l applications in this case are
replete with details sufficient for a finding of probably cause
to support the issuance of the authorizations.

In addition to establishing probable cause, the
Gover nnment nust al so establish that each application for an order
aut hori zing electronic surveillance include the follow ng
information: A full and conplete statenent as to whether or not
ot her investigative procedures have been tried and failed or why
t hey reasonably appear to be unlikely to succeed if tried or to
be too dangerous. See 18 U S. C. 8§ 2518(1)(c). Courts interpret
this “necessity” requirenent in a “practical and commonsense

fashion.” United States v. Wllians, 124 F.3d 411, 418 (3d G

1997); United States v. Mcdory, 968 F.2d 309, 345 (3d Cr

1992). The Governnent need only lay a “factual predicate”
sufficient to informthe issuing judge why ot her nethods of
investigation are not sufficient. WIlians, 124 F. 3d at 418;

Mdory, 968 F.2 at 345.2 It is sufficient if there is evidence

2 The Governnent’s affidavits need only offer sone basis
for concluding that |less intrusive investigative procedures are
not feasible. The issuing Court, and this Court, nust | ook at
the entire affidavit, not at isolated sections or paragraphs.
See, e.g., United States v. Carneiro, 861 F.2d 1171, 1177 (9"
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that “normal investigative techniques...reasonably appear to be
unlikely to succeed if tried.” 18 U S.C. 8§ 2518(3)(c); WIIlians,
124 F.3d at 418.°3

The inherent nature of drug transactions often makes
el ectronic surveillance necessary to penetrate into the inner
wor ki ngs of a conspiracy and to capture evidence of the workings
of the conspiracy in a formthat would be adm ssible at trial.
The Court agrees with the Governnent that, here, the supporting
affidavits established the inadequacy of normal investigative
procedures and the need for electronic surveillance. The
affidavits submtted with the three wiretap applications in this
case each provided a solid factual predicate to support the

findings that normal investigative techniques had been tried and

Cir. 1988) (“Wile it is true that sonme of the statenments in the
affidavit are nere conclusions, the facts set forth in the
affidavit neet the necessity requirenent when exam ned as a whol e
and in a common sense fashion.”).

3 Considerabl e discretion regarding conpliance with section
2518(3)(c) rests with the judge to whomthe application is made.
See United States v. Garcia, 785 F.2d 214, 221-222 (8" Cir.

1986). The issuing judge s determ nation that the Governnent had
made adequat e use of normal investigative techniques is entitled
to deference “as long as there existed a substantial basis for..
[the issuing] judge to conclude” that necessity had been
denonstrated. See United States v. Biaggi, 853 F.2d 89, 95 (2d
Cir. 1988). 1In any event “[c]ourts will not invalidate a wiretap
order sinply because defense | awers are able to suggest post
factum sonme investigative techniques(s) that m ght have been used

and were not. It is enough if the affidavit explains the
prospective and retrospective failure of several investigative
techni ques that reasonably suggest thenselves.” See United

States v. Atkins, 618 F.2d 366, 371 (5" Cir. 1980).
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had either failed or were unlikely to succeed in achieving the
Governnent’s investigative objectives.* Specifically, the
affidavits discussed the [imtations of the investigative

techni ques that had been used to date, explained why other

i nvestigative techni ques had not been used, and stated why it was
necessary to undertake or to continue electronic surveillance.?®
Here, the Governnment denonstrated that there was a strong
probability of ongoing illegal activities and that the ful

extent of these crinmes could not otherw se be probed

satisfactorily. See United States v. Vastola, 670 F. Supp. 1244,

1282-1283 (D. N.J. 1987); United States v. Arnocida, 515 F.2d 29,

38 (3d Cir. 1975).° \Where, as in this case, the use of

4 The affidavits explained that the Governnment coul d not
obtain sufficient evidence through the use of grand jury
subpoenas or frominterviews of subjects or associates. The
affidavits reasonably explained that interviews, or the use of an
overt grand jury investigation, would only serve to conprom se
the investigation, thereby resulting in the possible destruction
or conceal nent of evidence and the risk of harmto cooperating
Wi t nesses.

> Each of the affidavits discussed in detail the extent to
which the follow ng investigative techniques had been tried, and
the limtations of those techniques in gathering sufficient
evi dence agai nst Harris and ot her nenbers of his organizati on,
bot h known and unknown: (1) informant and cooperating w tness
information, (2) visual surveillance, (3) interviews and grand
jury investigation, (4) search warrants and subpoenas, (5) the
use of undercover agents, and (6) pen register information and
t el ephone toll records.

6 As reflected in the initial affidavits, the nenbers of
the Harris Organi zati on were cautious, secretive and resistant to
ordi nary surveillance techniques. That affidavit noted counter-
surveillance techniques that had been utilized by nenbers of the
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traditional investigative techniques will allow for the
prosecution of only a |imted nunber of targets who are
mani festly part of a larger crimnal enterprise, wretaps are
particul arly appropriate and acceptable to learn the entire scope
of the conspiracy and all ow prosecution of all participants.

For these reasons, the Court will deny the Mtion to

Suppress Fruits of Electronic Surveill ance.

Harris Organi zation and the fact that they had observed
surveillance officers follow ng them
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FOR THE EASTERN DI STRI CT OF PENNSYLVAN A
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V. :

M CHAEL HARR' S, et al . : NO. 05- CR-598

ORDER

AND NOW this 30th day of August, 2006, upon
consi deration of the Defendants’ Motion to Suppress Fruits of
Il egal Electronic and O her Surveillance (Doc. No. 125), the
Government’ s response thereto, it is hereby ORDERED that the

Def endants’ Modtion i s DEN ED.
BY THE COURT:

s/J. Curtis Joyner
J. CURTIS JOYNER, J.




